Getting started with the DDoS Mitigation and Reporting portal
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Signing in to the portal

Your Lumen® DDoS Mitigation service comes with a portal containing an extensive set of dashboards and reports. Use this guide to acquaint yourself with the information available and how to navigate through the various pages.

When your service was activated, you received an email with instructions on how to activate your portal account. To summarize, you should have access to the following things:

The link to the service: https://globalview.centurylink.com (changing to https://globalview.lumen.com in the near future)

Login credentials established during service activation:

- Username
- PIN
- The RSA SecurID app – available from your app store
- A token for the RSA Secure

Each user has a unique username and will use an auto-generated token for the password, combined with a PIN that you specify. You will need access to the RSA token-generation app that can be found at your app store.

Once you have your username, PIN and RSA token app, you are ready to sign in. When you click the portal link you will be provided with the following dialog.

Enter your unique username in the top box. Your password will be the 4-digit PIN number you have established concatenated with the number generated by the RSA token app.

Once logged in, you have access to all the DDoS Mitigation portal information that is applicable to your business.

If you are already signed in to Control Center, you can navigate to the DDoS Mitigation portal by clicking Reports, then select Security Solutions Analytics.
From the Security Solutions Analytics page, select **DDoS Mitigation and Reporting**.

You will need to sign in to the DDoS Mitigation and Reporting portal separately as described above, using your unique username, RSA PIN and RSA token-generated code.
DDoS Mitigation and Reporting dashboard

When you sign in, the first page that appears in the DDoS Mitigation and Reporting dashboard:

Many of the widgets on this page have “drill down” capabilities. To focus in on the per country data, for instance, click on the widget to get a more comprehensive data. Of note is the Top DDoS Alerts widget, where clicking on any entry in the widget will bring up details of that alert.

This dashboard is highly customizable. Click the “Add Content” button in the upper-right to add more widgets to this page.

In the upper-right, note three control icons, illustrated below.
The down-arrow icon is used to download this page to a PDF document. The mail icon is used to mail an image of the page. The question mark icon brings up an extensive, detailed online manual for the entire portal. Please note that not all features described in the manual are available to you as a user. A snapshot is below.
Navigating Through the DDoS Mitigation portal

There are a couple of key ways to navigate through this portal. Clicking through on clickable widgets will typically bring the user to specific information on the widget selected. Using the navigation bar is a quick way to get to specific spot in the portal.

Clicking through

Dashboard views are typically designed to give the user a general landscape of available information. Typically to make that information actionable, the user needs to get to something more specific. For example, on the DDoS Mitigation and Reporting portal landing page, there is a widget that contains the top DDoS Alerts. To get to something more specific, select an alert and click on the alert incident identifier associated with it as illustrated below.
This click will bring in all the detailed level information for the selected alert. A snapshot is below.
Using the navigation bar

The navigation bar at the top of the screen brings the user to all the detailed pages in the portal. Hovering over the stop selection generates a dropdown to one of the many selections in each top category, as illustrated here.

From this menu pulldown, we can select from a variety of Alert views. Selecting DoS will focus on Denial-of-Service alerts, shown here.
Now we can use the “click through” method to get the details on a single alert, as shown.
Reports

The DDoS Mitigation and Reporting portal has many reports to choose from. Hovering over “Reports” in the navigation bar reveals numerous selections, many of which have sub-selections. In this example, we start with Network and drill down to select All ASNs by selecting the following path Reports > Network > BGP > All ASNs as shown here.
This selection brings up the following report which illustrates the amount of traffic traversing your network from other ASNs, as depicted below.
For this next example, select a report via the path Reports->Applications->Countries as follows.

This selection brings up the following report which displays the amount of network-boundary traffic that flows into or out of a selected application, by external country of origin as shown herein.
Additional resources

The DDoS Mitigation and Reporting portal offers excellent visibility into your DDoS Mitigation service. Make sure to use the Help selection often by selecting the “?” icon in the upper-right of every page for detailed descriptions of each page.

Additional information on DDoS Mitigation and other products can be found at the following locations:


Sign in to your Command Center account here: https://business-signin.centurylink.com/oxauth/business/login.htm

All things Lumen: www.lumen.com